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Security Data Analyst
Description

As a Security Data Analyst, you will collect, analyze and interpret large volumes of
security data, identify patterns and anomalies and create customized data-driven
solutions, security reports & dashboards.

Role and responsibilities

In this role you are an expert data analysis. Using input from various security tools,
you will be creating new holistic security reports & dashboards from scratch with the
goal of tracking project progress and status, operational performance, key metrics,
ad hoc analysis. Your role involves collecting, analyzing, and interpreting large
volumes of security data including triggers from data leakage prevention tools,
network traffic logs, etc. You will use your strong analytical skills & techniques to
identify patterns and anomalies across ASML’s security landscape.

You will collaborate closely with other security & business teams to identify securitythreats, vulnerabilities, and risks and develop customized data-driven solutions tomitigate them. In short, your responsibilities will be:Design, develop, maintain & automate Spotfire and PowerBI dashboardsand visualizations.Collaborate with key stakeholders to design and develop metrics that enablesuccess and change within their departments.Identify critical bottlenecks for reporting and analytics, and own projects torevamp the process for streamlining and automation.Monitor and govern the data, ensuring data quality and accuracy.Review existing data management processes to identify areas forimprovement, and participate in continuous improvement initiatives.Experience and educationNaturally, you will have a strong analytical background, operating with large datasets to identify trends and actionable insights. You have a data-driven approach toproblem solving and are experienced in delivering dashboards from scratch,including requirement gathering, design, ETL, development and publishing. You arepro-active and self-motivated with the proven ability to drive results. Also, youpossess strong attention to detail and have the ability to deliver high-quality workunder tight deadlines.Strong analytical background, experienced in handling large data sets and adata-driven approach.Proficiency in programming languages like Python & data manipulationlanguages like SQL. 3+ years of experience working with security-related data, includingcollecting, analyzing, and interpreting large volumes of data from varioussources.Experience working within an IT department; having worked in a CISOdepartment is preferred.Expert knowledge on usage of data visualization software (Power BI orSpotfire) as well as advanced Excel skillsExpert-level knowledge of Excel & PowerPoint required; macroprogramming experience preferred.If you don’t meet the above mentioned requirements, and you still feel your profile isa great match with this job description, please apply and we’d like to get in touch.This position requires access to controlled technology, as defined in the ExportAdministration Regulations (15 C.F.R. § 730, et seq.). Qualified candidates must belegally authorized to access such controlled technology prior to beginning work.Business demands may require ASML to proceed with candidates who areimmediately eligible to access controlled technology.EOE AA M/F/Veteran/Disability Diversity and inclusionASML is an Equal Opportunity Employer that values and respects the importance ofa diverse and inclusive workforce. It is the policy of the company to recruit, hire,train and promote persons in all job titles without regard to race, color, religion, sex,age, national origin, veteran status, disability, sexual orientation, or gender identity.We recognize that diversity and inclusion is a driving force in the success of ourcompany.Need to know more about applying for a job at ASML? Read our frequently askedquestions.How the process will look likeYour teammates will gather all requirements within our organization. Then, oncepriority has been discussed, you will decide as a team on the best solutions andarchitecture to meet these needs. In continuous increments and continuouscommunication between the team and stakeholders, you’re part of making data playan even more important (and understood) part withing Brand New Day.  
Job Benefits

 USD 64K – 106K *

 

Hiring organization
Candidate-1st

Employment Type
Full-time

Beginning of employment
asap

Job Location
Veldhoven, Building 46,
Netherlands

Working Hours
40

Base Salary
euro USD 64K - 106K *

Date posted
May 14, 2024
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